INFORMATION PAPER 

DAPE-CP-MFA

October 18, 2002

SUBJECT:  Civilian Personnel Compliance with Clinger-Cohen Act Requirements 

1) Purpose.  To provide information on Army guidance and procedures regarding civilian personnel compliance with the Clinger-Cohen Act of 1996.

2) Facts.  The Clinger-Cohen Act addressed government wide weaknesses in resourcing Information Technology (IT).  The law requires federal agencies to have processes in place to document investment costs and benefits as compared to alternative solutions when considering IT investments.

a. A Clinger-Cohen Record (available: http://cpol.army.mil/library/general/cc-form.doc) will be completed prior to development of Army initiated Human Resources (HR) IT applications.  

b. The authorized proponent will prepare and forward the Clinger-Cohen Record, after the application’s approval by the Army Configuration Control Board (CCB) and/or approval by the Army leadership, to the Modernization and Functional Automation Division (MFAD).  MFAD will obtain the necessary coordination and support from appropriate Army and DoD offices, as necessary.

c. The Office of the Chief Information Officer/G-6 (CIO/G-6), the Army’s Clinger-Cohen proponent, requires use of the following analysis/scrutiny in preparing a proposed IT investment.

1. Document the articulated requirements/objectives of the proposed IT investment by first analyzing how one does business and then reviewing possible solutions before proceeding with the project;

2. Document the business process reengineering performed (i.e., first refine existing processes and eliminate any that are inefficient/redundant before injecting an IT solution);

3. Analyze alternatives (Commercial-Off-The-Shelf (COTS) products, outsourcing, other DoD and Federal organizations) that might meet the need;

4. Perform an estimate of development and life cycle costs (e.g., hardware purchased to complete development, developer salaries, travel, testing, and marketing costs);

5. Document how the investment will be funded (Is the program affordable?);

6. Document performance measures that will be used to show improved mission efficiency;

7. Document actions taken to ensure that any information being processed is protected (Defense Information Technology Security Certification and Accreditation Process and AR 380-19, “Information Systems Security”);

8. Make a business case determination (e.g., compare in-house developed applications to alternatives in terms of cost, level of functionality, degree of efficiency, etc.).

3)  Summary.  The Army asks for the highest commitment and support to ensure that IT projects put in place are being implemented in accordance with Clinger Cohen requirements, are at acceptable costs and are contributing to tangible, observable improvements to mission performance.  
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