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PURPOSE

The purpose of this document is to provide a Customer Service Action Plan to guide the NAF Civilian Personnel Units at the installation in deploying the modern system.   The Customer Service Plan is a living document.  As we proceed through the deployment process changes will be made to this document and available on CPOL.  This plan identifies those NAF civilian personnel-related functional tasks and conditions that are required to successfully deploy Modern.  This document establishes responsibilities, procedures, and timelines to be applied in transition of Nonappropriated Fund Civilian Personnel Units (CPU) to the Modern Defense Civilian Personnel Data System (DCPDS).   This customer service plan is written to provide a historical background of Modern DCPDS.  It will also contain information on responsibilities of agencies involved in deployment of Modern DCPDS-NAF outlining the responsibilities of these agencies to maintain operation of the modern system after Full Operating Capability (FOC).  The customer service plan lists procedures to be followed by each installation to ensure uniformity during deployment including hardware configurations and training requirements.  Timelines and milestones are included to ensure Modern DCPDS-NAF will meet all the requirements necessary to reach worldwide deployment of the modern system concurrently with the Appropriated Fund (APF).

BACKGROUND
The Air Force’s PDS-C was adopted by the Army in 1985, as the Army Civilian Personnel System (ACPERS), using the same hardware, software, and functional logic tools as the Air Force System.  The servicing of NAF positions rested with the CPO.  A subsystem was designed to support the NAF personnel program and brought on-line in 1986.  All records related to NAF reside on a separate file as NAF CN records.  Historically data system technical support for ACPERS was with the CPO.  In 1991, ACPERS was selected as the Corporate Information Management (CIM) migration system and was renamed DCPDS.  Support for NAF was maintained.

DCPDS is designed to provide quick reaction and flexibility in responding to changes in law or new policy that affect civilian personnel.  The personnel community responsibilities include the ability to manage recruiting, staffing, classifying, strength accounting and day-to-day employee actions both efficiently and effectively to support NAFI operations Army-wide.  Automation of many functions improves timeliness of personnel data and increases efficiency.  In 1994 as a result of the Program Budget Review the DoD directed a DCPDS Modernization Program.  In 1995 NAF was assured inclusion and support in making the move to the modern system by DoD.  The APF would move to the new system in phases.  The NAF subsystem was not included in the first phase, DCPDS Migration /Modernization. The combination of ACPERS and Migration/Modernization is referred to as the Legacy System.  NAF Modern DCPDS will be retrofitted to the Pacific, Southwest, and North Central Regions that already deployed, as a pre-planned upgrade at a time yet to be determined.  Army will continue with its legacy system and transition to the target or modern system to be deployed by region, beginning in February 2001, and reaching full operational capability by September 2001.   The modern system supports end users, CPU staff, MACOM staff, HQDA staff, and DoD staff.  The system will be inter-operable with other functional areas such as payroll and benefits.  Workstations will support office automation and have the capability to access other databases and systems.

RESPONSIBILITIES

This section identifies the responsibilities of each agency involved in the NAF transition to the modern system. 

DoD Civilian Personnel Management Service (CPMS) has the overall program management responsibility for planning, coordination, oversight and execution of Modern DCPDS deployment program prescribed by the “Modern DCPDS Deployment Plan.”   

Department of the Army (ASA (M&RA)) is responsible for funding, planning, scheduling, and implementing the DA unique site preparation requirements necessary to facilitate Modern DCPDS deployment including deployment of their civilian employee, manager and commander workstations.  DA will also provide support in funding, planning, scheduling and implementing the DA NAF CPU’s co-located within the CPAC.   This support will equal the support provided prior to modern system implementation and will continue after implementation has been completed. The functional program manager for NAF-CPUs is the Deputy Assistant Secretary of the Army (Manpower and Reserve Affairs), Civilian Personnel Policy (DASA (M&RA)CPP).  This organization provides NAF personnel policy support, functional information management, and personnel administrative service to the NAF workforce.

Civilian Personnel Operational Center Management Agency (CPOCMA) is responsible for development of the Army Modern DCPDS training program and schedule.  CPOCMA will support NAF to develop NAF specific training modules.  CPOCMA will ensure inclusion of NAF into the training schedule and provide an adequate venue for the training.  This will also include support in developing and maintaining a NAF training database for modern.    

Community and Family Services Center (CFSC) is responsible for funding and technical assistance for the stand-alone NAF activities.  They will provide technical support in the connectivity of MWR managers at the installation and any additions to the modern system not supported by DA.

Civilian Personnel Operation Centers will provide the same support to the NAF CPU they provide to the CPAC.  This would include systems administration, technical support, training (systemic and database), etc. 

Civilian Personnel Advisory Centers will continue to provide support to the NAF CPU.  This will include necessary funding for connectivity to the modern system for NAF CPU’s that are not co-located within the CPAC.   The CPAC will provide to the extent possible and available PSM Support. 

NAF Civilian Personnel Units will be responsible for obtaining the recommended hardware configuration to run the modern system and ensure the connectivity exists to support it.  The CPU will also be responsible for cross-training the personnel in the CPU and training the NAF workforce managers, supervisors and employees.  CPUs will elect a Deployment point of contact (POC) for modern DCPDS deployment. 


1.  Establish a single point of contact for scheduling and coordination of all local modern DCPDS deployment matters.


2.  Determine method to monitor and manage personnel action processing with modern DCPDS.  

3.  Ensure overall modern DCPDS operational readiness.

4.  Budgeting, funding, and execution oversight of local site preparation and hardware purchases needed for modern DCPDS deployment may be assigned as a separate responsibility or combined with overall planning POC duties. 

5.  Ensure all modern DCPDS administration documentation required for local reference purposes is available and sufficient copies of the system operating documentation are available for local users.

6.  Ensure all local modern DCPDS and CMIS user training requirements are surveyed, identified, and met in accordance with the Training Support Plan (TSP) requirements.

7.  Request CPOCMA training support regarding such areas as embedded and computer based training, train-the-trainer instruction, training strategies, and related matters to minimize CPAC and local training development and material costs.


8.  Ensure local modern DCPDS users are apprised of new procedures


9.  Provide local customer assistance and troubleshooting assistance to modern DCPDS users as required.


10. During actual site deployment, report daily modern DCPDS installation status to CPAC and CPOC.


11. Coordinate with CPAC and CPOC for conversion of local data from Legacy DCPDS data format to the modern DCPDS data structure including data capture and validation, if necessary.


12.  POC will coordinate with CPAC and CPOC on such matters as problems with conversion of local data from legacy DCPDS to the modern DCPDS.

DEPLOYMENT STRATEGY

  This section explains the deployment plan and the strategy used to reach the full operational capability.  Modern DCPDS deployment will be conducted incrementally to meet the IOC and FOC requirements of Army and began late 1999.  First deployment of the modern system was designated as an Operational Test and Evaluation site.  This was the Pacific Region (Fort Richardson, Fort Shafter, and Japan).  It is expected that all Army sites will be converted to the modern system prior to the end of the 2001 Calendar Year.  

The DCPDS Modernization Program was instituted under the authority of Program Budget Decision 711, dated December 5, 1994 to provide more efficient and economical civilian personnel systems support.  While the modern system is being developed to provide the capability to furnish direct automated civilian personnel system support to personnel officials, managers, employees, and commanders at all operational levels, PBD 711 permits the funding of only direct civilian human resources operations through the auspices of the DCPDS Modernization Program.  The primary focus of the DCPDS Modernization Program has been to replace the legacy DCPDS with a modern automated civilian personnel system that supports the Army HQ, CPOC, CPAC, and NAF CPUs and the regionalized personnel centers.    No central program funding for hardware, communications, hardware maintenance, training, or development of the modern system to the manager levels was provided for NAF.  

Commencement of any modern DCPDS deployments to any region will occur one week before the start of an APF designated two-week pay period.  Appendix B of this plan contains a sample calendar to illustrate a typical two-week deployment period of time during any pay period.  It is important to remember that this calendar reflects the APF pay period and are only samples, and not intended to depict actual dates or personnel actions.  NAF deployment schedule will follow the APF time lines even though the pay periods are not the same.  NAF will develop a plan to transition to the modern system utilizing the constraints of the APF deployment schedule.  Each CPU must develop their own plan based on the NAF pay schedule that applies to them.

NAF personnel units should plan on a maximum duration of two weeks for modern DCPDS deployment to each region.  This will include installation of software, data conversion, and all other associated deployment actions for our personnel units.  The two-week deployment period was identified only as an initial estimate for the maximum permissible downtime period.  This does not mean the deployment period will actually be two weeks.  This means that it will effect two NAF pay periods since the conversion will come between pay periods rather than actually being a pay period.  The scheduled two-week deployment period of time for software installation, data conversion, local system testing, and all other related actions to all regions must begin the week before a two-week pay period of the Army’s choice.  The deployment-scheduling requirement permits the deployment site to process and end-of-day (EOD) effective the Friday before deployment begins.  The following day (Saturday), when deployment starts, the deployment site can process a forced EOD effective the end of the next week.  Modern DCPDS may be used for inputting and processing personnel actions and associated data immediately after the system is certified as fully operational.  Figure 1 explains the sequence of events the NAF Civilian Personnel Unit should expect to occur during the two weeks of deployment.  Also reference Appendix B; sample deployment month, for graphical illustration of deployment timing, sequence, and events.

The modern DCPDS deployment program objective is to deploy the modern system to the regions with minimum downtime.  The two-week deployment and system downtime extends from the time the affected region must cease use of legacy DCPDS until modern DCPDS is installed at the affected region and certified as fully operational.  All time-saving measures will be used in data conversion and system installation processes to minimize downtime period to the fullest extent possible and to decrease any further inconvenience to the local personnel action processing operations.  Once the conversion and deployment processes are tested, more accurate timelines can be established and Appendix B will be updated to coincide with this strategy.  Appendix G lists the deployment schedule as of June 13,  2001.

Figure 1. SEQUENCE OF EVENTS DURING DEPLOYMENT TC “Figure 1. SEQUENCE OF EVENTS DURING DEPLOYMENT” \f C \l “1” 
1. On the Friday (Friday, the 3rd, on the sample at Appendix B), one week before the beginning of the next pay period and immediately prior to the start of the two weeks of deployment to any region, entering of all routine personnel actions into the Legacy DCPDS, including the integrated PPI suite, will cease at the end of the normal business day.  The deployment site may use the Legacy DCPDS to process an end-of-day (EOD) as of that Friday.

2. On the first Saturday of the deployment period, the deployment site can process a forced EOD effective the end of the following week (i.e. Friday, the 10th, on the attached sample calendar).  On this day, the on-site deployment assistance teams (augmented by Component, CPMS, and CDA functional and technical representatives) will begin the software and database installation.  The assistance team will perform or provide assistance on the adjustments to the supporting equipment or software as necessary to ensure they are fully operational to run the modern DCPDS.  Assistance will be provided as necessary to the CPOCs, CPACs, and satellite personnel office staff on such areas as system and security administration, system operation, database administration, and related matters.

3. Products such as DA 3434’s and reports will be authenticated and printed on the Monday following the date the personnel actions are processed for the last time on the Legacy DCPDS.

4. Planned and unplanned personnel actions or events, such as accessions, resignations, retirements, terminations, and deaths of employees occurring from the first Monday of deployment until Modern DCPDS is fully operational, may require the deployment site to consider manual processing of personnel actions as an alternative to waiting until Modern DCPDS is operational because the Legacy DCPDS will no longer be available for use at that site.  Paragraph 7.2 of this plan outlines details on suggested alternative courses of action for the manual processing of emergency personnel actions during deployment.  

5. All Modern DCPDS installation actions should be completed and the system should be fully operational for use by CPOC, CPAC, and the satellite personnel office staff by the end of the first week of that pay period (i.e. first Saturday of the pay period).

Lockheed Martin will be responsible for installing modern DCPDS at each of the CPOCs following the Army’s deployment schedule.  The modern DCPDS will be deployed and installed on-site at the regions by deployment assistance teams consisting of augmentees from CPMS, Lockheed Martin, and PO, CPR.  When modern DCPDS is deployed to any region, all NAF CPUs within the respective region will concurrently install the system.  Deployment assistance teams will be sent to provide region-wide software installation.  Some NAF CPUs may require assistance with on-site loading of the software due to a lack of local expertise, size, complexity, or problems with the local support computer equipment and communications.   Such support to the CPUs will be provided remotely from the CPOC of the respective deployment region.  Assistance teams will not be sent to any NAF CPU to provide on-site deployment or data conversion assistance unless it is absolutely critical to ensure proper deployment.

PRE-DEPLOYMENT PREPARATION

Provided in this section are suggested deployment preparation factors for modern DCPDS deployment POCs to consider at the installation NAF CPUs as you conduct your on site preparation activities.  This section does not include all tasks required to prepare for an orderly deployment of the modern system at any site.  The overall combined deployment checklist may be found on CPOL Modernization web page.

“Lessons Learned” from previous modern DCPDS deployments dictate a need for careful planning and consideration of all the details affecting deployment, site assessment, readiness and equipment size.  It is imperative that you get with the APF counterparts and make sure that the plan they have developed includes the NAF CPU.  There is a simplified deployment preparation checklist found in Appendix A to facilitate this effort.
This portion of the modern system deployment plan is intended to emphasize the proper site preparation for the successful deployment and operation of modern DCPDS.  These preparations may require facility and equipment upgrade.  CSU and CPU POCs are encouraged to develop their own site preparation checklists.  It is important that NAF CPUs meet with their APF counterparts at the installation to coordinate all aspects of site preparation.  Since the NAF CPU is not operating in a regionalized environment it is up to each unit to coordinate with the RSC if there is no APF counterpart on the installation.  A deployment POC should be identified for each deployment site to coordinate all overarching facility preparations requirements, schedules (e.g. acquisition, installation, reports, etc.), agreements, and plans necessary to meet the timelines established in advance of modern DCPDS deployment.  The NAF CPU POC should be keeping in touch with the APF deployment POC to ensure the facility meets these readiness requirements.  There is a checklist at Appendix A, that should help in providing guidance for site preparation.

Careful planning for the system support requirements survey, determination, acquisition, and installation for each modern DCPDS deployment site is critical to ensuring the successful deployment and operation of the modern system.  A thorough site survey of all system support requirements was conducted to determine the size of the support system hardware, software and communications requirements based on a variety of factors.  The minimum configuration for hardware is listed in the memorandum dated April 1998 and updated in December of the same year (Appendix C).  It is essential that each NAF CPU coordinate the purchase of equipment with the APF PSM at the installation or the system administrator at the CPOC (RSC).  These requirements have been established and contracts must be prepared for the purchase of equipment, life cycle maintenance of equipment and replacement of equipment in accordance with the Systems Maintenance Plan.  This is a critical element and any failure in this area could adversely affect the deployment schedule.  Planning is necessary to ensure there are no “Showstoppers” at the time of deployment.
A modern DCPDS Deployment Working Group has been established consisting of representatives from CPMS, Lockheed Martin, DoD, and Army.  The purpose of the group is to develop a common understanding of the myriad of modern system deployment requirements impacting the deployment program, and to promote cooperation, communication, and synergy among all deployment POCs.  The group has knowledge of the modern system deployment and installation strategy, computer terminology, and all plans associated with this program (e.g. Security Support Plan, Training Support Plan, Systems Maintenance Plan, etc.).  All information generated from the working group will be disseminated through the Army deployment representatives to their respective site POCs.  Information flow from the site POCs will follow the same route in reverse.

MIGRATION FROM LEGACY DCPDS TO MODERN DCPDS.

 Automated personnel support by the legacy DCPDS will permanently cease once modern DCPDS deployment commences.  Legacy DCPDS will continue to support each RSC and assigned CPUs waiting for deployment of the modern system to their sites.  Full modern DCPDS operational status is considered to exist for each region and associated deployment site when all supporting hardware, software, and communications connectivity is in place and certified as fully operational.  When modern DCPDS  deployment commences for a region and it is certified as fully operational, no assigned personnel office within the region, may return to using the legacy DCPDS.
Discontinuance of the legacy system will be necessary when the modern system is deployed to a region.  While there is a possibility for an exception to this rule for assigned NAF CPUs, whose sites may not be ready for deployment because they must continue to use the legacy System for some reason.  A request for continued use of the legacy DCPDS system must be immediately brought to the attention of CPAC, CPOC and CPMS for an evaluation of the impact on the master DoD deployment schedule.  The request must be approved/disapproved before a deployment can begin in any region. 
The CPOC, CPACs and NAF CPUs may experience catastrophic facility, hardware, or software problems during or after initial deployment that prevent them from using the modern system.  Army will assign alternate processing sites for the modern system on a temporary basis should the need arise.  However, there is no expectation that NAF CPUs will not be able to transition to the modern system with the rest of the assigned region.  The NAF CPU POC should develop an interim contingency plan with their APF counterparts in the event they cannot transition to modern DCPDS with the rest of the region. 
The intent of this deployment program is to completely deploy the modern system to each entire region including respective CPOC and all assigned CPACs and NAF CPUs concurrently during the scheduled period of deployment.  However, during the deployment there may be satellite personnel offices that cannot transition from the legacy system to the modern system due to problems with system installation, site preparation, equipment, etc.  Once data conversion is successfully completed the modern system is fully operational and certified for a region, use of the legacy DCPDS by all assigned personnel offices within that region must cease.  Exceptions will be determined on a case by case basis by DA.  However, no NAF CPUs should fall into this category unless the CPAC is unable to deploy or the NAF module has yet to be completed.  In the case of the latter the NAF portion of modern would be retrofitted to the region at a later date.
PERSONNEL ACTIONS MORATORIUM

Prior to deployment of modern DCPDS to any CPOC and associated CPAC or satellite personnel office, deployment sites must evaluate and make preparations regarding pending personnel action requests requested by supervisors prior to deployment and personnel actions projected to occur during deployment.  All personnel offices and the supervisors and employees they support must be aware that a moratorium will be implemented during deployment on all automated civilian personnel actions processing on the legacy DCPDS until modern DCPDS is fully operational for an affected region.  Variations of these types of pending actions are addressed below with suggested solutions.  Even though the personnel offices must stop using the legacy system so the data can be baselined to begin data conversion and validation, these systems currently have the capability to remain operational long enough to authenticate the DA 3434 and their printing resulting from the last end-of-day.  Reference Appendix B for an illustration of a sample deployment period of time and Appendix C for details on the data conversion processes.

Personnel actions, which are pending in legacy DCPDS and projected to consummate during the time the modern DCPDS is expected to deploy to a region, will not be converted to the modern DCPDS. If there are such personnel actions, they must be deleted and reentered once the modern system is deployed to the region.  The following are some but not all-inclusive examples of controllable personnel actions; merit promotions, resignations, retirements, reassignments, details, temporary appointments, and accessions.  Automated processing of these and all categories of personnel actions on legacy DCPDS will be prohibited when deployment begins.  If emergency personnel actions must be processed during deployment, the personnel office will have to manually prepare the actions and then retroactively enter them into the modernized database after deployment is completed.  Deployment sites will not be permitted to process any pending personnel actions in the legacy DCPDS system which are scheduled to occur after modern DCPDS deployment has started in their assigned region.  Automated personnel actions will not be permitted to be entered into the modern system until it is fully operational and certified following its installation.  A standard DESIRE will be developed and made available to allow personnel offices to run reports prior to the data conversion and identify projected actions that will occur during and after deployment is initiated.  This DESIRE will permit the deployment sites to determine what action needs to be taken for those projected actions that were scheduled to consummate during or after the scheduled deployment and allow them to re-input projected actions after deployment.
Proper personnel action and deployment planning will reduce the need to process emergency personnel actions during deployment.  Standard personnel actions that can be postponed until after deployment should not be planned during this period.  Emergency personnel actions, which may have to be processed during deployment, will typically be those that cannot be predicted and must be processed immediately for timely payroll processing.  These type of actions cannot ordinarily be rescheduled by regulation.  If there is no alternative and processing of these actions cannot be held until after modern DCPDS is operational at a deployment site, then manually process them and retroactively enter them in to the modern system after deployment.  Manual processing of emergency personnel actions during downtime period of a deployment is suggested only as an alternative to not processing these types of actions at all.  Responsibility for deciding to manually process any emergency personnel action during a downtime period ultimately rests with the Chief, NAF CPU.  With minimal downtime expected and with proper personnel action planning these types of actions should be the exception.  Any personnel actions that are processed manually during this period must be input retroactively immediately following modern DCPDS deployment in order to maintain database accuracy.

Pending personnel actions are normally system generated based on suspense dates and there is no regulatory acceptable way to reschedule these actions (e.g. WIGIs, all taken due to NTE dates, etc.).  Personnel offices are highly encouraged to determine if the anticipated NTE actions can be adjusted to consummate before or after the deployment.  WIGIs should be a minimal problem during deployment.  The rule is manually processed personnel actions should be kept to a minimum.

Vacant position data residing in the Legacy DCPDS will be converted to MDCPDS upon deployment.  NAF CPUs must review their vacant positions and delete any invalid non-superviosry positions prior to deployment.  This data validation is necessary to reduce the file size.  Large files of invalid vacant (unencumbered) positions will adversely affect the length of time for data conversion and impact the validation and correction process that could lengthen the deployment downtime.

TRAINING

See the DRAFT Training Support Plan At Appendix F for training details.  CPMS has developed a Training Support Plan that outlines the training requirements for modern DCPDS.  This plan includes training for testing and deployment of modern DCPDS.  The Training Plan is attached to this document.  The DA NAF POC will fine-tune the basic training document to be responsive to the NAF personnel community needs at their installation.

DATA CONVERSION

Data validation of each deployment site’s total current database must be accomplished prior to system certification of the modern DCPDS.  This will be accomplished using a quality control DESIRE.  Data validation is necessary to determine the existence of such data errors as those caused by the data conversion process itself from the legacy system, incompatibility of current database content, length, or structure with that of the modern system and current erroneous or unusable data.   The quality DESIRE will test current data against specific tables to ensure compatibility with the modern system, systemic errors will be corrected by DA Functional Automation Branch.  Non systemic errors will require installation NAF CPU to input data.  Necessary data elements for the modern system not currently required for ACPERS (e.g. Addresses, Beneficiaries, etc.), will be filled using an initial data feed from NAF Payroll.  The quality assurance DESIRE only ensured the information contained in particular data elements meet the required format of the system.  It does not indicate the information contained in the data element is correct.  CPU’s are required to do a complete OPF audit against the information contained in the legacy database.  Download a master file record (MFR) of the database and cross-check the information against the OPF making corrections to the data where applicable.  Then re-run the quality assurance DESIRE.  Before the system goes down prior to conversion download another MFR.  This will provide you with a working document arranged in alpha order to assist you during the conversion process providing a quick reference to ensure all record data came across in conversion.    

During the period of time while the data is being converted and technically validated, and during the installation of modern at each deployment site, there will be a downtime period when all automated personnel action processing will cease on the Legacy DCPDS.  This down period will permit CPMS to convert each site’s database from the legacy DCPDS to modern DCPDS.  Data capture, validation, and correction during this very short period of time exposes the deployment sites to serious risks of delaying system certification for the affected site and the remainder of the region to which it is assigned.  Ideally, the data should be validated prior to data conversion and before the new system can be certified for each site.

Since the modern system is a relational database it requires a certain distinct structure in order to function properly.  This structure is based on an organizational and position hierarchy loaded into the system at the time of conversion.  All NAF CPUs are required to produce a detailed organizational structure of all the NAF employees on the installation for which they have the responsibility of providing personnel services and their supervisors (APF or NAF).  This will help in determining which supervisory views are to be required for which individuals.    

The conversion of historical data from the legacy DCPDS to modern is excluded from this deployment plan.  Only conversion of current employee data to modern DCPDS will be supported and funded by the DCPDS Modernization Program.  After that initial conversion, the modern system will begin accumulating historical data in its own relational data base management system (RDBMS) configuration with data updates as a result of each employees personnel actions occurring after deployment.  It is imperative that all NAF CPU dabases be as clean as possible for a smooth transition to modern. 

CONFIGURATION MANAGNEMENT (CM)

During deployment of the modern system and its operation, CM is necessary to identify, document, and control the functional and physical characteristics of modern DCPDS, establish baselines and control changes to those baselines and its documentation.  CM control ensures modern DCPDS is responsive to operational needs, effectively satisfies mission requirements, and can be efficiently supported.  The CM plan contains guidance on patches and software changes, both system and functional, during modern DCPDS initial deployment and for life cycle maintenance.  Local system and security administrators must be alert to any proposed changes to the hardware or software configuration supporting modern that may affect the security of the database.  The CONOPS outlines the interface and integration process.  It is imperative any and all additions/deletions etc. to the current NAF CPU configuration be approved by DA to ensure the integrity of the system. 

Any changes to the operating system hardware or software configuration at any site prior to or after deployment, without certification or recommendation from the CPMS, could adversely impact the operation of modern DCPDS.  Likewise, any addition of uncertified software (i.e. not certified by the CDA) could adversely alter the operation of modern DCPDS.  Installation CPUs will be held responsible for any automated personnel processing delays or problems due to their uncertified alterations, installations, or additions to the hardware or software configuration, which adversely alter the operation of modern DCPDS.  If any CPU has any doubt or questions prior to making any changes to their operating system hardware or software, they must elevate their concerns through the CPAC to the appropriate person.

Only correct versions of the operating system software (i.e. certified) are loaded on computer hardware that is purchased to operate modern.  Using the latest system software version does not necessarily ensure that it is the correct version.  For example, some acquisition contracts may require the vendors to provide the latest version of an operating system to be shipped with the ordered computer hardware.  In most instances, this would be the best method of ordering the operating system when purchasing a computer.  This could cause problems if the newly purchased equipment has an operating system that is not compatible with modern DCPDS.  During deployment, the tapes that will be uploaded to the CPOC server will contain the software that is required.

SECURITY

Modern DCPDS security program goal is the protection, integrity, confidentiality, and availability of modern and associated data.  Data processed by modern DCPDS is considered to be sensitive unclassified information that necessitates controlled access to both it and the modern DCPDS on which it is processed.  Deployment site security administrators, referred to as Information System Security Officers (ISSOs) must ensure compliance with all security requirements referenced in the Security Support Plan.  ISSOs must ensure each deployment site has implemented all required security controls, policies, and procedures before modern DCPDS deployment to limit access to the modern system only to authorized users and to prevent unauthorized modification, destruction, or disclosure of sensitive data processed by the modern system.  Local system and security administrators must be alert to any proposed changes to the hardware or software configuration supporting modern, which may affect the security of the database.

All data processing, transmission, retrieval, and the computer and communication resources associated with modern must be managed and administered according to applicable DoD security directives, the Privacy Act of 1974, and published modern DCPDS security policies and standards.  The Modern DCPDS Security Support Plan references and explains the details of modern.  The modern DCPDS security protection program requirements apply to all modern system end users.  End users include all personnelists, managers, database administrators, system administrators, and any other staff members who use the modern system at all organizational levels from headquarters down to the deployment sites.

Prior to deployment security POCs must determine their modern system authorization and access control processes for local implementation in accordance with the provisions detailed in Modern DCPDS Security Support Plan and applicable security directives.   Local security administrators will issue controlled user identifiers (Ids) and passwords for each authorized user of modern DCPDS.  Individual, unique passwords will be established when the user first logs into the database application or server.  

In preparation for the modern system deployment, security administrators will be responsible for controlling the personnel offices user access to Modern DCPDS.  System administrators of modern are responsible for identification of user IDs and passwords within their organization.  Processes implemented for accessing the CMIS database will follow the security concepts explained in the Security Support Plan.   Security administrators will support Army user access to the CMIS database in coordination with the Army security administrators and personnel managers.  The system administrator in-turn will create user Ids and passwords for each authorized Army user. Prior to account approval the appropriate personnel manager will approve authorized users.  This approval will be confirmed through documentation with the security administrator.

DEPLOYMENT MAINTENANCE

Changes and updates to this plan will be made to meet new or revised deployment requirements.  Distribution of these changes will be made to modern DCPDS deployment POCs periodically via correspondence, e-mail, etc.  Local reproduction of this document in whole or in part is authorized.

APPENDIX A.  DEPLOYMENT PREPARATION CHECKLIST
POC IDENTIFICATION

1. Identify POC to oversee the modern DCPDS deployment program listed in this customer service plan for the NAF CPU.  (120 Days)

2. Notify DA NAF MDCPDS program manager of POC Name, Phone #, e-mail address. (120 Days)

3. Ensure NAF CPU users are aware of technical assistance available through the Technical Assistance Branch.  (15 Days)

4. Track status and accountability of site surveys, preparation and impediments to deployment. (Ongoing)

5. POC will be on duty at their site during deployment to coordinate on matters affecting deployment. 
6. Ensure copy of deployment checklist is being used to determine deployment readiness. (90 Days)

TRAINING
7. Attend MDCPDS training during the scheduled time for your region. (30 Days) 

8. Develop and/or coordinate local training for personnelists, managers, and employees. (30 Days)

MODERN DCPDS USER REQUIREMENTS
9. Conduct site survey to identify MDCPDS user requirements (i.e. number, type, and level of MDCPDS usage).  (Completed)

10.  Ensure adequate documentation is on hand for system administration and user  operation (users guide). (30 Days download from the web)

SUPPORT EQUIPMENT REQUIREMENTS
11.  Coordinate local support equipment acquisition, installation, and testing requirements for deployment. (360 days)

12.  Identify and publish procedures for users to receive technical and functional assistance or to report system malfunctions. (60 Days)

13.  Ensure all hardware, software, and communication acquisition, installation, test, and certification requirements are met. (60 Days)

14.  Determine your support equipment readiness for deployment. (60 Days)

15.  Develop a test plan to ensure the MDCPDS hardware and software operates correctly after installation well enough in advance of deployment. (60 Days)

16.  Identify and report any significant impediments to system hardware and software support that adversely affect deployment. (60 Days)

17.  Notify the DA NAF Program Manager of your system configuration. (120 Days)

DELIVERED SYSTEM SOFTWARE
18. Match installed software and versions against the list of standard packages. (120 Days)

COMMUNICATIONS
19. Test connectivity between the personnel users PC’s and the server to ensure the Oracle software has been correctly configured. (45 Days)

20.  Ensure capacity of the location communications network (dial up modems, local area network, wide-area network) is sufficient to meet system operational requirements. (120 Days)

21.  Ensure the local system administrator is knowledgeable of the different connections between the local personnel user community and the server and the individuals responsible for administering those connections. (120 Days)

DEPLOYMENT SCHEDULE
22. Develop local MDCPDS deployment schedule for installation activities. (30 Days)

MIGRATION FROM LEGACY DCPDS TO MODERN DCPDS
23. Inform Managers and Supervisors that once the data conversion process begins as a part of modern the use of the legacy system will cease.  (30 Days)

24. Run DESIRE to obtain reports on projected actions pending in Legacy DCPDS at least two weeks prior to their scheduled modern DCPDS deployment, expected at the time of deployment and which will not be converted to the modern system. (15 Days)

PERSONNEL ACTIONS MORATORIUM
25. Inform managers/supervisors of the personnel actions moratorium during deployment until the modern DCPDS is fully operational in their region. (30 Days)

26. Ensure all personnel are aware that controllable projected actions pending in the legacy DCPDS at the time of modern deployment will not be converted to the modern system. (30 Days)

27. Identify the controllable projected personnel actions pending in legacy. (15 Days)

28. Establish procedures to manually enter the data into the modern DCPDS that did not convert during deployment after it becomes operational. (30 Days)

29. Develop a plan for deployment based on the sample deployment schedule found at Appendix B. (45 – 60 Days)

30. Establish procedures to manually process emergency personnel actions during deployment. (30 Days)

31. Establish procedures to retroactively enter the data from manually processed emergency personnel actions occurring during deployment, into the modern DCPDS when it becomes operational. (30 Days)

32. Adjust NTE dates of uncontrollable personnel actions pending in legacy DCPDS during deployment to consummate before or after deployment. (15 Days)

33. Determine the validity of vacant positions prior to modern DCPDS deployment to ensure only valid vacant positions are transferred to the modern DCPDS upon deployment. (30 Days)

34. Validate the data of their positions to minimize data conversion time and ensure that only valid data is converted at deployment.  (Reconcile Master File with OPF.) 

(60 – 90 Days)

SECURITY
35. Reference the Security Support Plan for details of security preparations necessary for modern DCPDS deployment and use.  (120 Days)

36. Identify all authorized modern DCPDS users at each organizational level for security administrator to create the user accounts. (30 Days)

37. Ensure all users have been provided the required security level access and responsibilities. (30 Days)

38. Ensure all users have been provided required security training IAW security policy prior to their initial access to modern DCPDS. (120 Days) 

39. Change or delete all default passwords delivered with initially installed software. 

(30 Days)

40. Coordinate with system and security administrators to ensure security access to the system is maintained. (Ongoing)

PREPARATION FOR DEPLOYMENT
41 Ensure the database is complete and the information contained in each personnel record has been checked for accuracy against the OPF.  This requires a 100% audit of OPFs. (120 Days – 60 Days)

42. Ensure table 39 is updated and that an organizational chart has been developed which includes all valid positions encumbered and unencumbered. (120 Days) 

43. Remove all unencumbered non-supervisory positions (only) from the database before conversion to modern DCPDS. (30 Days)

44. Perform Master Record Dump just prior to deployment as baseline reference against converted data. (5 – 10 Days)
45. Ensure titles (Mr. & Mrs.) have been removed and NMI as part of the middle name are removed. (5 – 10 Days)
46.  Ensure the database does not have any NTE dates that have been breached.  Temporary Appointments that have gone beyond their NTE dates are the most common error. (5 – 10 Days)
47.  Over due WIGI due dates must be cleaned up to prevent problems with the initial WGI run in the Modern System.  (30 Days)
48.  Ensure all performance appraisals annual and probationary are current and the correct dates are entered in the employee record to avoid useless reports generating during conversion. (30 Days)
49. Ensure Retained Pay data is accurate and current. (30 Days) 

50.  Date arrived at servicing agency and Date arrived at CCPO are required by the modern system to be in the record when a “Place Actions” are processed.  You may contact DA FAB for assistance. (30 Days)
51.  Bargaining Unit Status code must be entered into the employee record.  These codes are available through OPM online. (60 Days)
52.  Ensure shift differential indicators are correct. (5 – 10 Days)
53.  Change pay table codes to the Wage Survey number. (60 Days)  
APPENDIX B.  SAMPLE DEPLOYMENT DURING ANY MONTH

SUN
MON
TUES
WED
THUR
FRI
SAT

Start APF Pay Period


1
2 

-Flow EOD effective the 3rd
3
-  Last day to use legacy DCPDS

      
[image: image1.wmf]
-Flow EOD effective the 10th
- CDA starts data capture & conversion for modern DCPDS after last EOD
4
All data entry & use of legacy DCPDS prohibited after data capture and conversion begins

 
[image: image2.wmf]

5

  
[image: image3.wmf]
6 

7  
- CDA  starts modern DCPDS system install

8  - CPMS deply. team starts functional assist to DCPDS users
9

10

11
End APF pay period

12  Start APF pay period

  
[image: image4.wmf]
13


14

15
16

17

18
modern DCPDS deployed and ready for use
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19

   
20   

   
21


22

23

24
25

End APF pay period

26
Start APF pay period
27

28
29
30
31


Sequence of Required Preparations and Actions Before and During Deployment  

(Using Sample Calendar)
Thursday  -
2nd
- Process EOD for next day the 3rd.

Friday  - 
3rd
- Change system date to 10th.



- Process Pseudo (i.e. Process suspense actions from EOD on 3rd).




- Process forced EOD for the 10th.
- Look at Pseudo for EOD of the 10th to determine if another EOD 

is necessary.

- If another EOD is necessary, change system date to 13th.
· Process Pseudo  (i.e.  Process suspense actions from 

EOD for 10th).

· Process EOD for the 13th  , if necessary.

- Print and verify EOD products.

- Ensure all outgoing interface files are sent (e.g. to payroll, CPDF, 

DMDC).

- Hold aside last W3L & W4L listings  (needed to obtain last 

sequence number for all CPOs for payroll).

- Note:  For any incoming payroll reject files from EODs on 3rd, 

10th or 13th, obtain print listing to use in correcting rejects after  MDCPDS is operational.

Friday -
17th  
- Last expected deployment day.

Saturday - 
18th
- MDCPDS is deployed and ready for use.

- Make necessary corrections in the MDCPDS using printed

listing of payroll rejects.

Processing Emergency Personnel Actions During Deployment
Unplanned Personnel Actions (e.g. due to death, resignation, termination, suspension) Process these personnel actions manually as emergencies if there is no alternative.

Suggested actions:


1.   Do manual 3434.

2. Fax copy of 3434 to NFS.

3. Do not file copies in OPF, create a separate suspense file for manual 3434s.

4. Enter retroactive personnel action in MDCPDS after it is operational from the 3434 suspense file.  In sample above, this would be the 18th.

5. Email or fax written reminder to payroll office of personnel action entry in MDCPDS to preclude dual payroll action.  (This will only be necessary if NAF Payroll Interface is implemented prior to the Region stand-up.) 

Note:  Remember that this plan is arranged around APF pay period.  For NAF deployment, each installation will have to figure out how the strategy works for them depending on their  pay schedule.  APF only has one pay schedule while NAF has three.

Actions pending during deployment e.g. Change to lower grade from temporary promotion, expiration of temporary appointment, and retirement.

Suggested actions:



      1.   Do manual 3434.

      
2.   Fax copy of 3434 to NFS.

1. Attempt date adjustment in advance.

2. Enter retroactive personnel action in MDCPDS after it is operational.  In the sample calendar above, this would be the 18th.

3. Email or fax written reminder to payroll office of personnel action entry in MDCPDS to preclude dual payroll action (only if NAF Payroll Interface is deployed).

APPENDIX C.  TECHNICAL DEPLOYMENT STRATEGY

1.  Introduction.  This appendix outlines the technical deployment strategy for both the modern DCPDS and the Corporate Management Information System (CMIS).  Milestones are based on current program schedules to meet IOC and FOC timelines.  This appendix also reflects the pre-deployment actions and schedule timelines for software installation.  Actual deployment began with the Pacific Region and ends with the last legacy DCPDS site converted to modern.  Phased deployment of sites to be deployed with modern DCPDS will essentially require some regions or portions of regions to be operational in both the legacy DCPDS and modern DCPDS simultaneously.  

2.  Purpose.  Provide strategic information and outline the technical solution for deployment execution.  It is used to provide information on how the technical processes work and the steps for conversion of data to the modern system.  It is designed to enable the NAF POC the ability to understand how the process works during conversion and transition periods.  It is hoped that by understanding the process it will become less intimidating at the time of deployment.

3.  Scope.  This appendix applies during the deployment of the OT&E site, the pre-planned upgrade, as well as full deployment of modern DCPDS to all sites.  This plan covers conversion of the legacy system from start of deployment until it is fully transitioned to modern for life cycle support.

4.  Technical Deployment Strategy Maintenance.  This appendix is a living document and will change to meet new or revised business requirements.  As these requirements are identified and changes occur this office will update this appendix.  

5.  Technical Deployment Strategy.  Each region’s deployment will be accomplished from a formatted legacy database (ASCII File).  The objective is to deploy all regions to modern DCPDS with minimum down time.  Figure 1 outlines the process, reflecting that legacy data will be run through a Structured Query Language (SQL) Loader and staged in Oracle conversion tables.  Next step will be to run the data through a Wrapper Process, a collection of PL/SQL packages with conversion scripts.  The process will validate, convert and load the legacy data through script coding.  If the data is validated, it will be established on a region validation box.  At the same time, the region data will be established on the CMIS.  As a region is converted, rejects are expected to occur due to incompatibility of legacy data with Oracle HR, i. e., zeros for a date field, etc.  Rejects will be handled as outlined in figure 1.  
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Figure 1 - Conversion Process
6.  Processing Sequence.  Receive file of data items to be converted and updated into Oracle HR database.  Run update file through SQL Loader and stage data in Oracle conversion tables.  Data items are processed through a wrapper.  The wrapper sends data items through Application Process Interface (API) to be inserted in Oracle HR.  A wrapper is a collection of PL/SQL packages containing conversion scripts.  Scripts were created by the CDA conversion team based on input from the CDA development team and legacy data items are retrieved, validated, converted, and loaded through script coding.

7.  Data Reject Handling.  A data reject occurs when a data item does not pass any of several validation checks.  Data rejects which can be corrected by altering a conversion script will be re-introduced through the wrapper process.  Data rejects correctable by a mapping change will be returned to the development team for corrective action.  Rejects due to “bad” data will be returned to the NAF CPU for revision.  It is imperative that someone be available at the NAF CPU during this process who has access to the OPF and can input correct data to clear the reject.  This is necessary in order to complete the conversion process as quickly as possible.

8.  Legacy History Data Conversion.  There is a process to convert each regional database (at time of deployment) to an Oracle relational database.  The purpose of this file is to provide a legacy history file, which can be addressable with modern DCPDS retrieval tools following deployment.  This plan will provide the conversion of prior legacy history files (A**LOA tapes) and stand alone systems such as headquarters level files.  Upon completion, this plan provides the proposed methodology and estimated cost to accomplish this conversion.  This is considered a DCPDS legacy requirement, not a modernization issue.

9.  Deployment Timelines.  Deployment timelines are dependent on several events taking place in the proper sequence.  The software development process is ongoing for the NAF module.   After certification of SQT, the process to stand up the OT&E site, Pacific Region, began the middle of October 1999 and was completed October 20, 1999.  After the OT&E, AFOTEC submits an evaluation report, and MAISRC III approval is needed before full deployment will commence.  Concurrently, with this process development and deployment of the PPU (NAF, EEO, LN and Demo Projects) will be taking place.  Timelines for the retrofitting and the PPU have as yet to be established.  SQT testing of the PPU is ongoing.  Current deployment schedule calls for full deployment starting in August 2000 with completion by March 2001.

10.  Technical Assistance Center (TAC).  The TAC provides centralized systems administration for modern DCPDS for all DoD sites and is the users’ first line of assistance for technical problem resolution.  The TAC is the primary point of contact concerning system reliability and availability, and communication problems.  The TAC provides centralized systems administration and retrieves daily status reports for each site’s server(s).  Assists site system administrators (SAs) resolve local modern DCPDS administration problems.  Provides 24 hours per day, 7 days per week operations.  Provides users “first line” of assistance in resolving, and reporting all technical problems associated with the operation of modern DCPDS.  To report problems, users should call the TAC at (Randolph Air Force Base Texas) DSN 487-3995, commercial (210) 652-3995 or 1-800-637-3487.  Reports the status of problem resolution actions to the user and management as required.  Serves as liaison with each point of contact (POC), system administrator, user, and higher organizational levels on technical problems.  Maintains a historical database of all reported technical problems.  Publicizes for public viewing all technical problems reported to the TAC and known resolutions.

11.  Software Distribution Center (SDC).  The SDC is responsible for day-to-day business of software distribution for the modern DCPDS software.  The SDC RUNS VIRUS SCAN ON ALL DELIVERED SOFTWARE PRODUCTS.  Ensures certification, verification, and notification is accomplished on all software releases and patches.  Duplicates and distributes all software products to the user community as applicable.  For assistance pertaining to a software patch, call the SDC at DSN 487-2906 or commercial (210) 652-2906 at Randolph Air Force Base Texas.  Provides assistance concerning application installation and loading problems.

12.  Additional TAB Services.  In addition to customer assistance and software distribution, the TAB provides modern DCPDS user community other services via a TAB web page.  The TAB web page address is http:www.afpc.af.mil/mil/tab/.  Users can access the TAB web page via a network browser (Such as MOSAIC).  Bulletin board services include:


Software.  For DOS-based application users, the most current version of each software application will be available on the TAB web page and users will  have the ability to “pull down” any application required.


Documentation.  Documentation for each current application version will be available for modern DCPDS users.  Documentation will normally be electronically attached to each patch.


Problems.  All reported technical problems and associated resolutions will be placed on the TAB web page for review.  Problems will remain on the TAB web page for 12 months after a solution is identified and implemented.  All problems will be archived.


Hardware and software requirements.  All hardware and software requirements necessary to operate the DoD modern DCPDS will be listed on the TAB web page and updated as needed.  Software requirements include those commercial vendor products such as X-vision and ORACLE.


TAB Reports.  The TAB generates reports for senior DoD

management on a daily, weekly, monthly, and as necessary basis 

which depicts the status of the modern DCPDS at all locations 

worldwide.  The TAB will, at a Component’s request, provide specialized 

reports for that organization.  These requests may range from a one time 

report to recurring reports.

Appendix D.

Terms and Abbreviations

ACPERS

Army Civilian Personnel System 

ADP


Automated Data Processing

A**LOA

Legacy DCPDS Tape with Database and Table information

AFOTEC

Air Force Operational Test and Evaluation Center

AFPC


Air Force Personnel Center

APF


Appropriated Fund

API


Application Process Interface

AQP


Acquisition Program

ASA


Assistant Secretary of the Army

ASF


Applicant Supply File

BBA


Business Based Action

CAN


Campus Area Network

CDA


Central Design Activity

CIVMOD

Civilian Modernization

CM


Configuration Management

CMIS


Corporate Management Information System

CONOPS

Concept of Operations

CONUS

Continental US

COTS


Commercial Off-the Shelf

CPAC


Civilian Personnel Advisory Center

CPMS


Civilian Personnel Management Service

CPOC


Civilian Personnel Operation Center

CPP


Civilian Personnel Policy

CRT


Computer Remote Terminal

CSSO


Computer System Security Officer

CSU


Computer Support Unit

DAA


Designated Approval Authority

DASA


Deputy Assistant Secretary of the Army

DCP


Director of Civilian Personnel

DCPDS

Defense Civilian Personnel Data System

DESIRE

Direct English Statement Information Retrieval System

DFAS


Defense Finance and Accounting Service

DID


Data Item Description

DISA


Defense Information Systems Agency

DMRD


Defense Management Report Decision




DMDC


Defense Management Data Center

DMDS


Defense Management Data System

DOD


Department of Defense

DOL


Department of Labor

EEO


Equal Employment Opportunity

EOD


End-of-day

FAS


Field Advisory Service

FDMS


Functional Development and Maintenance System

FRS


Field Release System

FOC


Full Operating Capability

HQDA


Headquarters Department of the Army

HR


Human Resources

IAW


In Accordance With

ICMIS


Interim Corporate Management Information System

ID


Identification Designator (User ID)

IOC


Initial Operating Capability

ISSO


Information System Security Officer

LAN


Local Area Network

MACOM

Major Command

MAISRC

Major Automated Information System Review Council

MAN


Metropolitan Area Networks

MOU


Memorandum of Understanding

M&RA


Manpower and Reserve Affairs

MWR


Morale, Welfare and Recreation

NAF


Nonappropriated Fund

NAFI


Nonappropriated Fund Instrumentality

OPM


Office of Personnel Management

OSD


Office of Secretary of Defense

OT&E


Operational Test and Evaluation

PDS-C

Personnel Data System Civilian

POC


Point of Contact

PSM


Personnel System Manager

RSC


Regional Service Center

SA


Site Administrator

SDC


Software Distribution Center

SQT


Systems Qualification Test

TAB


Technical Assistance Branch

TAC


Technical Assistance Center

TBD


To Be Determined

TSP


Training Support Plan

WAN


Wide Area Network

APPENDIX E.
REFERENCES

The following references are used to establish the Customer Service Plan:


The Defense Civilian Personnel Data System Modernization Program is top down directed by authority of Program Budget Decision (PBD) 711, dated 5 December 1994.  This direction is driven to support DoD Regionalization Program in response to Defense Management Report Decision (DMRD) 906, and the November 1993 Program Decision Memorandum (PDM).


Modern Defense Civilian Data System Deployment Plan revision dated 27 July 1998 identifies the high level requirements and sequence of events necessary to convert all automated personnel processing from the legacy DCPDS with the deployment of the MDCPDS to all DoD components in a timely and orderly manner.


 NAF Functional Description dated April 96 provides the system requirements needed to support the NAF Civilian Personnel Units (CPU).  In addition to historical information the document lists performance requirements, design considerations, and user impacts including fixed and continuing costs.


Memorandum dated April 6, 1998 signed by Carol Ashby Smith, Deputy Assistant Secretary (Civilian Personnel Policy) Office, Assistant Secretary of the Army (Manpower and Reserve Affairs) and Brigadier General Evan R. Gaddis, Commander, U.S. Army Community and Family Support Center.  This memorandum requests the support and participation of the Army community to ensure the success of MDCPDS-NAF.


Memorandum dated April 13, 1998 and signed by Carol Ashby Smith, Deputy Assistant Secretary (Civilian Personnel Policy), Office, Assistant Secretary of the Army (Manpower and Reserve Affairs).  This memorandum provides information for MACOMs and Installation NAF CPUs on preferred system configuration necessary to run the modern system.  It also includes some general references to timelines for training courses for the trainers and users of the new system.

APPENDIX F: 
NAF TRAINING SCHEDULE 

The following training schedule for Modern System Train-the-Trainer Training is based on the latest deployment schedule.  All training is scheduled to take place at the CPOCMA training facility at Aberdeen Proving Ground, Maryland.  The classrooms hold approximately 18 students.  CPOCMA will provide support with help in the publication of user guides, use of their facilities, and database support.  All travel expenses, lodging costs and per diem are the responsibility of the attendee.  There will be dial up access to the training database for participants when they return to their installation to use in training the remainder of the personnel staff at the CPU.

NAF Train-the-Trainer Training will be conducted in Aberdeen by a staff of adjunct faculty who are Army NAF personnel.  They will be assisted, during the training, by one or more other Army NAF personnelists who have volunteered to become a part of our adjunct faculty staff for later courses.  
Regions that have deployed Modern without the NAF Module will be retrofitted.     
Southeast 
:



Training completed.

Deployment Dates:

June 22, 2001





Taining Dates:

June 4 – 8 2001

Training Location:

Aberdeen Proving Ground, MD

Projected Attendance:
18

Adjunct Faculty:

Stacy Moneymaker






Shelley DeIvernois






Ginny Younger






Karon Robertson



West, ANCR, North Central
 and South Central:




 

Retrofit Dates:

West, August 24, 2001

ANCR, August 31, 2001

North Central, September 14, 2001

South Central, September 21, 2001



Training Dates:

July 23 - 27, 2001

Training Location:

Aberdeen Proving Ground

Projected Attendance:
36



Adjunct Faculty:

TBD












Korea:

Deployment Dates:

July 20, 2001
Training Dates:

TBD

Training Location:

TBD

Projected Attendance:
18


Adjunct Faculty:

Paulette Holmes






Others TBD
Europe:






Deployment Dates:

October 26, 2001


Training Dates:

July 16 – 20, 2001

Training Location:

Seckenheim, Germany

Projected Attendance:
14 – 18


Adjunct Faculty:

Stacy Moneymaker





Virginia Younger






Karon Robertson





Bill McCune

Pacific:





Retrofit Date: 

November 23, 2001


Training Dates:

TBD

Training Location:

Fort Shafter, HI

Projected Attendance:
12


Adjunct Faculty:

Virginia Younger 






Karon Robertson






Bill McCune

Northeast and Southwest:


Retrofit Dates:

Northeast, November 30, 2001






Southwest, December 7, 2001


Training Dates:

October 8 – 12, 2001

Training Location:

Aberdeen Proving Ground, MD

Adjunct Faculty:

TBD

APPENDIX G:   Proposed Modern DCPDS Deployment Scheduled

Region


Schedule as ofJune 13, 2001 

Southeast 


June 22, 2001


Joint Deployment













West



August 24, 2001


Retrofit


Army National Capitol
August 31, 2001


Retrofit


North Central


September 14, 2001

Retrofit


South Central

September 21, 2001

Retrofit


Korea



October 12, 2001


Joint Deployment


Europe


October 26, 2001


Joint Deployment


Pacific



November 23, 2001


Retrofit


Northeast


November 30, 2001


Retrofit


Southwest


December 7, 2001


Retrofit
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