

MEMORANDUM OF UNDERSTANDING (MOU)

BETWEEN THE

DEPARTMENT OF DEFENSE (DoD)

CIVILIAN PERSONNEL MANAGEMENT SERVICE (CPMS)

AND THE

DEPARTMENT OF THE ARMY
DEPUTY ASSISTANT SECRETARY OF THE ARMY 
(CIVILIAN PERSONNEL POLICY)
1.  PURPOSE:  To implement the Concept of Operations Plan (CONOPS) for the Deployment, Maintenance, Sustainment, and Operation of the modern Defense Civilian Personnel System (DCPDS), hereafter referred to as systems activities, and to define the exact nature of the DoD-level services provided.  This MOU supplements the responsibilities that are assigned CPMS and Department of Defense (DoD) Components in the CONOPS.  

2.  AUTHORITY:  DoD Directive 5124.4, Department of Defense Civilian Personnel Management Service, August 30, 1993.  This Directive charges CPMS with providing civilian personnel policy support, functional information management, and civilian personnel administrative services to DoD Components and their activities.

3.  PROGRAM TITLE:  Modern Defense Civilian Personnel Data System.

4.  SCOPE:  This MOU addresses the joint responsibilities of CPMS and Department of the Army for ongoing systems activities.  The specific responsibilities of the parties to this agreement for hardware, software, and related communications networks are clearly defined herein to ensure an effective, efficient, and secure system.
5.  RESPONSIBILITIES:  CPMS has primary responsibility for systems activities to include the processing and coordination of functional requirements, system architecture, configuration management, and life-cycle operation, sustainment, and enhancement support of the modern DCPDS.  The specific responsibilities of CPMS and the Department of the Army are as follows:

   a.  The CPMS Director will:

      (1)  Exercise functional and technical oversight, and program management for the modern DCPDS.  This responsibility includes acting as the functional proponent for all information technology and budget matters as appropriate resulting from life-cycle operation, sustainment, and maintenance of the system.

      (2)  Provide funding and support resources required for systems activities delineated in the sustainment and maintenance statement of work for Vendor support, unless otherwise noted.

      (3)  Provide contract administration, and acquisition support and assistance as it relates to systems activities.  This includes providing all formal instructions, requirements, and priorities to the Vendor.  

      (4)  Provide or approve all functional requirements and exercise DoD-level functional management responsibility and accountability over systems activities.

      (5)  Work with the Department of the Army to ensure its functional requirements are fully considered for inclusion in the modern DCPDS. 

      (6)  Initiate routine system changes through the Vendor for maintenance modifications such as list of value updates, or for externally-driven requirements resulting from new laws, regulations, or policy changes.  Components will be given a ten-day window to comment on systems changes before they are forwarded to the Vendor.  Components will be notified of changes meeting the definition of “emergency changes” under paragraph 17.a. of the Change Control Board (CCB) Charter but will not be given an opportunity to comment.

      (7)  Provide the Department of the Army, to the extent possible, advance notice of modern DCPDS system releases and testing activities through the Change Control board process. 

      (8)  Evaluate and approve hardware and software technical changes as recommended by the Vendor.

      (9)  Evaluate Vendor performance in coordination with Component Regional Service Centers (RSCs), Customer Support Units (CSUs), and “headquarters” staffs.








(10)  Develop and implement a business continuity and contingency plan for the Corporate Management Information System (CMIS) to ensure the continuance or recovery of critical operations in case of system, facility, or other site-specific failures. 

      (11)  Provide instruction and key personnel (KP) training on the modern DCPDS during system deployment.

   b.  The Department of the Army will:

      (1)  Provide funding for and management of hardware, software (except for modern DCPDS application and core-system software), local area networks (LAN), and connectivity to long-haul networks required for the operation of the modern DCPDS.  This includes RSC and CSU required modern DCPDS hardware, Component-unique systems and applications, cost incurred from Component initiated action, and Vendor recommended modern DCPDS hardware requirements.

      (2)  Provide functional training for its modern DCPDS end users.

      (3)  Ensure CPMS and CPMS agent(s) have physical access to the modern DCPDS at each RSC for sustainment, maintenance, and operations.  

      (4)  Prepare and coordinate functional requirements, monitor and evaluate the quality of support services, and participate in system-testing activities.  Fund enhancements and changes that are outside the scope of the standard modern DCPDS.  

      (5)  Provide sole support and maintenance for the hardware used in the RSC for systems activities and for the system hardware located at CSUs, if applicable.

      (6)  Provide necessary office space, furniture, equipment, supplies, and assistance for the Vendor’s on-site systems activities.  

      (7)  Develop and implement business continuity and contingency plans for the modern DCPDS at each RSC location to ensure the continuance or recovery of critical operations in case of system, facility, or other site-specific failures. 

      (8)  Enforce modern DCPDS security policy at all RSC and CSU locations. 

      (9)  Conduct security training on a regular basis, have pertinent security documentation available, and perform periodic risk assessments.

      (10)  Designate a Component POC for this MOU.

6.  MODERN DCPDS ROLES AND RESPONSIBILITIES:  A comprehensive breakdown of the roles and responsibilities for systems activities is included in the matrix at Appendix A.  A checkmark in the matrix for an activity indicates the organization that has primary (or in some cases, shared) responsibility for accomplishing the listed activity.  The absence of a checkmark does not exclude other organizations from involvement in the activity through direct participation or by coordination.  A glossary is provided at Appendix B to identify acronyms used in the roles and responsibilities matrix.  

7.  SYSTEM MODIFICATION PROCESS:  The modern DCPDS Change Control Board (CCB) will be used to coordinate, recommend, and review proposed changes to the modern DCPDS software and hardware, and to the user documentation.  The Board is comprised of representatives from CPMS, all modern DCPDS user representatives, and the Defense Finance and Accounting Service.  It is responsible for recommending and prioritizing system change requests.  The procedures for processing system changes are described in a separate operating instruction for the modern DCPDS CCB.  

8.  GENERAL PROVISIONS:  

   a.  Period of agreement:  This MOU will become effective upon signature by the CPMS Director and the Department of the Army representative.  It will remain in effect until a mutually agreed upon revised document is in place.  

   b.  Amendments:  Amendments, including additions, deletions, or modifications to this MOU, may be proposed in writing by either party for the other party’s consideration.  If both parties agree to the revision, CPMS will amend this MOU, and forward it to the Department of the Army for signature.  

9.  POINTS OF CONTACT:  The CPMS POC for this agreement is Ms. Nancy Swanberg, telephone number: (703) 696-1488/1760, fax number: (703) 696-5468, and 
e-mail: nancy.swanberg@cpms.osd.mil.  The Department of the Army POC is 
Ms. Carole Johnson, telephone number: (703) 601-4530, fax number: (703) 601-4536, and e-mail:  carole.johnson@hqda.army.mil.
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DEPARTMENT OF THE ARMY: 
_____/signed/____________ 

   


   

________/signed/ ___________
Ginger Groeber










David L. Snyder
Director













Deputy Assistant Secretary of the Army
 

   













(Civilian Personnel Policy)
Date:  ___July 12, 2000____

   




Date:  ___July 19, 2000________

APPENDICES:

Appendix A:  Modern DCPDS Roles and Responsibilities Matrix 

Appendix B:  Abbreviations and Acronyms Used in the Modern DCPDS Roles and Responsibilities Matrix

APPENDIX B

ABBREVIATIONS AND ACRONYMS USED IN THE MODERN DCPDS ROLES AND RESPONSIBILITIES MATRIX

CMIS 



Corporate Management Information System

COOP



Continuity of Operations Plan

CPU




Central Processing Unit

CSSO



Computer System Security Officer

CSU




Customer Support Unit 

DBMS



Data Base Management System

DISN




Defense Information Systems Network

DITSCAP


DoD Information Technical Security Certification and 

Accreditation Process

ERB




Engineering Review Board

FAS




Field Advisory Services

FRAP



Facilitated Risk Analysis Plan

HR




Human Resources

ISO




Information Security Officer

IVRS




Interactive Voice Recognition System

LAN




Local Area Network

OS




Operating System

R&D




Research and Development

WAN



Wide Area Network
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